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The Week in RFID and Auto ID 

Stanley Tools Acquires RFID Solution Company; Market Researcher Bullish 
on RFID Adoption Growth, Is RFID actually a Threat to Port Security?  

SCDigest Editorial Staff 

There’s a lot of RFID news out there. Here is SCDi-
gest’s summary and comment on this week’s im-

portant news in RFID and other automatic identifi-
cation technologies and applications. 
 
Stanley Works plans RFID solutions offering 

with acquisition: We were somewhat surprised to 
see the news that hardware giant The Stanley 
Works had made an acquisition in the RFID solu-
tions space. Last week, the company announced it 

has agreed to purchase Xmark Corp., a wholly-
owned subsidiary of Florida-based VeriChip Corp, 
for $45 million. Xmark has focused on asset and 

people tracking applications, and had revenue of 
over $30 million in 2007.  
 
Xmark will operate as part of Stanley Works' secu-

rity business unit, which develops physical security 
systems for buildings, airports and institutions. 
 

While the transaction may seem surprising, we ac-
tually expect to see other such transactions over 
time, as any company offering business services 
may see an opportunity to improve those offerings 

with an RFID-based systems capability… 
 
ABI Research bullish on RFID market adop-

tion: The market researchers at ABI released a 

bullish forecast on RFID last week, predicted com-
pound growth rates worldwide of 15% from 2008 
through 2013, at which point the market will be 

$9.7 billion. 
 
"These figures highlight an RFID market that is 
growing robustly," said ABI analyst Michael Liard. 

 
One challenge in doing any sort of market size es-
timates is determining what spend should go into 

the numbers. For example, if a million dollar shop 
floor software system is installed that happens to 

track work-in-process using RFID, should the value 
of that whole system be counted as “RFID reve-

nue?” Anyone interested in this type of market 
data should look carefully at what how the market 
is being defined and what goes in the number. 
 

Our own sense is that these total market numbers 
are high, but that the 15% annual growth over the 
next few years in core RFID tags and hardware is 
quite likely. Interest and adoption in RFID-based 

systems for asset tracking, work-in-process, ac-
cess and other systems seems to be gaining strong 
critical mass, and RFID can solve many problems 

in these areas. Who knows, sometime in the next 
5 years, RFID may even take hold in the consumer 
goods to retail supply chain… 
 

Systems Integrators Cautiously Optimistic on 

RFID Prospects: On a similar note, the RFID re-
searchers at investment company RW Baird & Co. 

recently conducted a survey of 92 auto ID related 
systems VAR’s/ systems integrators. Roughly 33% 
of these resellers say RFID is becoming either 
“somewhat important” or “important” to their busi-
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Is it Possible RFID is Actually a  
Port Security Risk? 



Supply Chain Digest 

May 27, 2008 

Copyright 2008 

The Week in RFID and Auto ID (Con’t) 

ness. The inference is that this number is larger 
than would have been the case say two years 

ago.  
 
Still, the report notes that “Our conversations 
with resellers suggest that RFID opportunities 

come along only sparingly at this point, but the 
closed loop versions offer strong profitability.”… 
 
Professor and former FBI agent says RFID 

is actually a threat at ports, not a security 

enhancer – but view has a purpose: Most of 
us think of RFID as a new technology tool to en-

hance global logistics and port security – but 
one academic has a different view. 
 
Jim Giermanski is a professor at Belmont Ab-

bey College in North Carolina and former FBI 
agent on top of that. “I think it's clear, eventu-
ally we are going to lose a few ports. We are 

going to either have a container coming in here 
that has nothing in it but explosives and it will 
be from a shipper,” he said last week. 
 

He believes RFID could actually be used to trig-
ger a terrorist attack at a major port.  
 
Here’s how:  

 
An RFID tag is attached to a container. When it 
reaches a port, the RFID tag digitally 'talks' to a 

port receiver through radio frequency to let a 
computer know the container safety reached its 
destination. Giermanski says terrorists can use 
the same technology to trigger a bomb. 

  
And he says he proved it last November. With 
the help of a college undergraduate, $20 dollars 

worth of equipment purchased at radio shack, 
he simulated the same radio frequency used at 
many ports and turned a RFID into a trigger 
that could be used to detonate a weapon. 
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Is this possible? Giermanski’s scenario is cer-

tainly similar in a sense to the way Iraq insur-
gents use basic wireless technology to trigger 
road side explosive.  
 

It’s worth noting though that Giermanski owns a 
patent that could replace RFID technology at 
ports. However, the fact that he may have a fi-
nancial motive does not necessarily mean his 

thesis has any less value… 
 
Virtual Walls from GE: We liked the an-

nouncement from GE Healthcare and partner 
CenTrak Inc. of a new solution that creates 
“virtual walls” for pinpointing the location of 
equipment in health care environments. 

 
The reader network creates subdivisions within 
rooms as small as six feet by eight feet, the 

typical size of small patient bays, often cur-
tained off for privacy, used in large hospital 
wards. This creates the ability to more accu-
rately locate equipment of other assets versus 

existing approaches, the companies say, or else 
be able to do so at lower system costs. 
 
It’s not clear, but we assume the reader net-

work can be flexibly configured to define these 
“rooms.” 
 

See comment about other businesses building or 
buying RFID capabilities to add value to their 
products or services… 

Our own sense is that these total market 
numbers are high, but that the 15% an-
nual growth over the next few years in 
core RFID tags and hardware is quite 
likely.  


